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FOI request and response 2019-01031
Tools and tactics of WMP
Thank you for your Freedom of Information request in which you asked:
1.As my elected Police and Crime Commissioner, please can you tell me which, if any, of the following tools and tactics are being used by our local force:

• body worn video cameras

• facial recognition

• hacking

• IMSI catchers

• mobile phone extraction

• predictive policing

• social media intelligence

2.If the police are using any of the above, please let me know what impact assessments have been carried out to make sure their use doesn’t negatively affect people’s rights and freedoms.

3.And can you guarantee that intrusive police tech will not be used in the future without proper safeguards and public consultation in place to ensure our fundamental rights are protected?

In response to your request, I can confirm the following.
1)

Body worn video cameras – I can confirm this is used by the Force.

Facial recognition – I can confirm there is no overt use of this technology by the Force, but can neither confirm nor deny whether it is used covertly by virtue of Section 24(2) National Security and Section 31(3) Law Enforcement of the Freedom of Information act.

*See attached document explaining justification and public interest test.

Hacking – I can neither confirm nor deny that this is used by the Force by virtue of Section 24(2) National Security and Section 31(3) Law Enforcement of the Freedom of Information act. 
*See attached document explaining justification and public interest test.

IMSI catchers - I can neither confirm nor deny that this is used by the Force by virtue of Section 24(2) National Security and Section 31(3) Law Enforcement of the Freedom of Information act. 
*See attached document explaining justification and public interest test.

Mobile phone extraction - I can confirm this is used by the Force. 
Predictive policing - I can confirm this is used by the Force.

Social media intelligence - I can confirm this is used by the Force.
2) The Office of the Police and Crime Commissioner do not hold this information. You may wish to contact West Midlands Police who may be able to assist you.
However, in order to be of assistance, there was a paper presented at the Strategic Policing and Crime Board in April 2018 relating to body worn video which you may find useful. This can be located here:
https://www.westmidlands-pcc.gov.uk/archive/spcb-24th-april-2018/
Additionally, predictive analytics are regularly discussed at the PCC’s Ethics Committee so you may find some useful information here:

https://www.westmidlands-pcc.gov.uk/ethics-committee/ethics-committee-reports-and-minutes/
3) This is an opinion based question. This question is not valid under section 8 of the FOI Act 2000 as highlighted by the link below as only held information can be requested under the Freedom of Information act.

https://ico.org.uk/media/for-organisations/documents/1164/recognising-a-request-made-under-the-foia.pdf
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